**ESSAY IN HUMAN RIGHTS AND DIGITAL TECHNOLOGIES**

***INTRODUCTION***

When thinking about surveillance[[1]](#footnote-1), everybody’s mind goes to think about Orwell’s *1984* or Foucault’s concept of “panopticism”, from *Discipline and Punish: The Birth of the Prison[[2]](#footnote-2)*. In both examples, surveillance is seen as a deleterious concept, infringing on one of the People’s most basic rights: their right to privacy. This concept of privacy has been defined by the Cambridge Dictionary[[3]](#footnote-3) as “someone’s right to keep their personal matters and relationships secret” but it could also be defined legally as “The right to be left alone and to keep certain matters secluded from public view, as recognized in Article 8 of the European Convention on Human Rights and the Human Rights Act1998. The right includes privacy of communications (telephone calls, correspondence, etc.); privacy of the home and office; environmental protection; the protection of physical integrity; protection from unjustified prosecution and conviction of those engaged in consensual nonviolent sexual activities; and protection from being photographed and described in circumstances where the individual has a reasonable expectation of privacy”[[4]](#footnote-4). As stated in this last definition, the right to privacy is a human right than has been enshrined in the communitarian law of the European Union to be protected at a higher level than simply a national one. But the ECHR also allows the High Contracting Parties to deviate from this not-so-absolute prohibition under very strict conditions; and it will be the topic of our essay.  
 Last summer took place the Olympic Games in Paris. For the occasion the French Government decided to experiment the use of algorithmic video surveillance (AVS) for the first time. This type of video surveillance is very specific since it relies on the use of an algorithm to determine or spot any behavior that would’ve been considered abnormal. According to the French Public Authorities, the algorithm had been taught among other things how to spot a starting fire or someone trying to enter a prohibited area. The Police could then be warned and intervene.

To begin the argumentation here, we need to agree on the idea that AVS is necessarily representing an infringement of the people’s right to privacy as it’s permanently collecting images of the citizens and the tourists, keeping the collected data to then be submitted to an AI that’s been trained to watch over them without a significant aim, meaning that even an innocent person could be a potential target of this new type of state surveillance. Therefore all the problem resides in understanding whether the Government still had the right or not to use these AVS systems under the subsection 2 of Article 8 ECHR that allows infringements under certain conditions. I will argue that the French Government crossed a line here and that he had no right to monitor the people as it did during the Olympics.

*I – A Lack of Proportionality in the “Mean” Regarding the “Aim”*

Article 8 ECHR[[5]](#footnote-5) states that “*1. Everyone has the right to respect for his private and family life, his home and his correspondence. 2. There shall be no interference by a public authority with the exercise of this right except such as in accordance with the law and is necessary in a democratic society in the interests of national security, public safety or the economic well-being of the country (…)*”. The second subsection of this article enumerates all the reason possible to interfere with the right to privacy, the question is then, did the French Government meet any requirement necessary to justify the interference during the Olympics ? Moreover, the ECtHR in its jurisprudence[[6]](#footnote-6) rose the idea that the rights that are liable to interferences are still protected by the principle of proportionality, creating an obligation for the interferer to find a balance between the measures he’s putting in place and the goal he’s trying to reach; this balance exists to ensure that the measure taken is the least restrictive of the right while still permitting the achievement of one of the goal stated in the article 8 ECHR (national security, public safety, etc.). In this case of 1968, the ECtHR stated that “*The Convention therefore implies a just balance between the protection of the general interest (…) and the respect due to fundamental human rights*”. Knowing the main reason for surveillance is and has always been national security, was it at risk here and was the response proportionate to the goal to achieve ? If we consider the notion of risk for the national security to be proportionate to the amount of people being in Paris during the event, we should then start by comparing the number of tourist coming every summer to Paris and the amount of people that specifically came for the event during the 2024 summer; Paris being a very touristic city, there are tourists coming from many places at all time of the year. Therefore, if the French Government usually don’t feel like AVS is needed to monitor the streets of Paris because of the tourists, only an exponential multiplication of the number of visitors would have justified the use of algorithmic video surveillance.

During the Olympics, Paris only registered a raise of its touristic activity of 19%[[7]](#footnote-7), piking from 2,6 million to 3,1 million this year. On the other hand, the number of cameras added around the 12 Parisian Olympic sites was of 485[[8]](#footnote-8), all of them equipped with AI systems permanently monitoring the visitors. When appreciating the criteria of proportionality of the measures put in place, regarding the goal to achieve, one might ask if the augmentation of less than a quarter of tourists’ activity would necessitate the installation of 485 right-interfering devices. In my opinion, if there was a proportionate answer to be given here to the rise of risks for the national security, it wasn’t this one. AVS is a way of intruding people’s privacy and allows the French Government to profile millions of people without them knowing they’re even being filmed. There were many other ways to control that terrorists and other people wanting to endanger the French national security were not being let in the country nor around the stadiums that were not involving mass surveillance and profiling. For instance, the French Public Authorities could have decided to increase drastically the number of police patrols around the sites or to reinforce the customs control at the airport, etc.

And even in considering that one might have a different opinion on the matter, that these measures where in fact proportionate and necessary or in accordance with the goal to achieve, other arguments are playing in favor of the idea that the French Government wasn’t even allowed to take such measures without break.

*II – The Absence of Accordance to The Law*

If we look back at article 8 ECHR[[9]](#footnote-9), it is mentioned the “accordance with the law”, meaning no interference can be justified if it is not grounded on a law. Therefore, the French Government has had to publish a law to authorize the use of algorithmic video surveillance during the Olympics. This law is a law of the 19th of May 2023, n°2023-380[[10]](#footnote-10) that states in its article 10 that the authorization of AVS is conditioned to the information of the public “by any appropriate mean, of the use of algorithmic treatment on the collected images”. Following a referral under Article 61-1 of the French Constitution, the Constitutional Court stated that the information of the citizen about what would be made of the collected images and data was a critical criteria to recognize this article as valid[[11]](#footnote-11). Even though the aforementioned texts do not set any legal requirement regarding the amount of information that needs to be transmitted nor any advice on how to measure the information of the citizens, some human rights advocate[[12]](#footnote-12) have spoken about this matter, warning about the absolute lack of information regarding the terms of the surveillance, even warning about a possible propaganda coming from the French Authorities about a greater security for all with AVS. Some even said the Government was trying to shape the People’s consent for a future mass surveillance experimentation.

In addition to this lack of information, some texts authorizing the use of AVS were not even published on time; the Police Prefect of Paris, Laurent Nuñez, only published the authorizing document for AVS on the 30th of July 2024 when the Authorities had been using it for four days already, since the begin of the Olympics on the 26th of July. Some legal actions have been taken to sanction the illegality of the images and the data collected by the cameras in the span of these four days.

Therefore, it is questionable that the French Government even respected the criteria of accordance to the law and then, if so, as ever had the right to use AVS during the Olympics.

In conclusion, we have seen in this development that the French Authorities didn’t respect any of the criteria stated in Article 8 ECHR, allowing interferences with the right to privacy. Therefore, they shouldn’t have infringed it with the use of AVS which is without a doubt a danger for anyone privacy.

In my opinion, the respect of human rights being a core principle of any democratic state, we should never allow any sort of interference, especially in the name of national security. This concept having many definition depending on who’s using the term, the possibilities of an authoritarian leader or regime twisting it and generalizing surveillance would be too numerous. As an example, China as always legitimized its mass surveillance with the excuse of protecting its people and national security[[13]](#footnote-13), and no one in the Western World would ever argue against the idea that China isn’t acting according to the democratic principles nor would want their country to act like China does towards its citizens.
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